
All merchants should process credit cards in accordance with PCI standards. Please follow

the instructions below to begin the compliance process. Please complete your PCI

compliance within the first three months of processing. After the three month grace period,

you will be charged $29.95 a month for non-compliance standing. 

Thirty days after you start processing, you will receive a welcome email from

support@pciapply.com

From your welcome email select the link or navigate to

www.pciapply.com/pcicompliance 

Login with your username (merchant ID) and temporary password (the last five digits of

your merchant ID and the abbreviation of your state, ex. 12345MO)

Set a password and answer a security question

Once logged in select the blue “Get Started” button on the bottom right hand corner

Verify your merchant information section is correct and update if needed

Complete the questions in “Part 2-4” regarding how your business is accepting and

processing credit cards, save and continue

The next tab will be, “Scan”:

If processing over IP you will require an outbound network scan. If you do not know

your outbound IP address, you can navigate to www.ipchicken.com and it will display

your public outbound IP address. 

Under the scan section, select “schedule scan”. Under target add the outbound IP

address, select a future date and time for the scan to run, select launch scan. 

The scan will take a few hours to complete. You will receive an email once the scan

results are ready. 
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Once you receive the email, log in to attest the results under the scan section:

If you pass the scan, all you will need to do is attest the results. 

If you fail the scan, the results will explain why you failed and you will need to reach

out to your IT department or network specialists. 

Scans need to be run every 90 days. Notifications are sent 30 days out from expiration.

Based on your answers in “Parts 2-4”, you will qualify for a SAQ questionnaire: 

These questions will be about your network configuration, your internal processes,

your security protocols, etc. You may need to consult your IT department or network

specialists. 

Once you complete the questionnaire, your SAQ is valid for 12 months. Every 12

months you will need to log in and update your answers or attest that everything is

still the same as the previous 12 months.
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